
THE FACTS IN THE FBI REPORT PRESENTED TO THE SAN
FRANCISCO AND WASHINGTON DC FBI OFFICES: 
 

- Famous San Francisco and Washington DC political figures, that
we personally knew, shared homes with and worked with, use
the government treasuries and stock market for illicit racketeer-
class profiteering. 
 

- They attacked us using taxpayer funded character
assassination media and spy agency tools because we competed
with their businesses, reported their crimes and refused to
participate in their crimes. 
 

- San Francisco Bay Area government has as many corrupt
politicians as Chicago and relies on the same RICO-violating
insider corruption network to operate; as proven by deep
computerized AI searches of all of their covert financial records. 
 

- Silicon Valley law enforcement records prove that these tech
oligarchs engage in massive sex trafficking, tax evasion, anti-
trust violations, spousal abuse, money laundering, black-listing,
racism, political bribery, crony racketeering and other crimes. 
 

- Famous U.S. Senators, Governors and their staff knowingly
engage in, finance, operate and benefit from these crimes via
stock market payola, revolving doors and search engine
manipulations. 
 



- Silicon Valley and Hollywood news media companies censor
and cover-up news coverage of these crimes because they have
a financial connection to the perpetrators.



 

WHAT DOES THIS EVIDENCE PRECISELY
PROVE?

- That these FBI-filed facts are not 'Conspiracy Theories'  (
https://www.zerohedge.com/news/2015-02-23/1967-he-cia-
created-phrase-conspiracy-theorists-and-ways-attack-
anyone-who-challenge )but daily occurrences in politics as
proven by every major news outlet in the world, federal
court records, FBI records and Congressional investigation
reports.
- That we are federal whistle-blowers and business
competitors of public officials who operated illegal and
Constitutional-rights-violating reprisal hit-jobs and attacks (
https://www.breitbart.com/politics/2019/10/03/flashback-
obamas-war-on-whistleblowers-more-prosecuted-as-spies-
than-ever-before/ ) against us using taxpayer financed
resources.
- That State and Federal agencies owe us money, and other
consideration, to pay for our: 1.)Damages (
https://en.wikipedia.org/wiki/Damages ), 2.)losses, 3.)
benefits blockades, 4.) witness fees, 5.) whistle-blower fees,
6.) informant fees, 7.) punitive compensation, 8.) legal costs
and other items caused by criminal corruption, reprisal
attacks and illicit quid-pro-quo operations within their
government offices by their government employees,
contractors and covert financiers.
- That a Smedley Butler-style 'Business Plot' (
https://en.wikipedia.org/wiki/Business_Plot )crime program
exists between Silicon Valley Tech Oligarch (
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https://www.vanityfair.com/news/2018/01/brotopia-silicon-
valley-secretive-orgiastic-inner-sanctum )billionaires,
investment banks, U.S. Senators, government agency staff
and White House staff to engage in these crimes.
- That public officials knowingly participate in these crimes
by failing to report their associates who engage in these
illicit actions and by hiring Google, Fusion-GPS and Black
Cube-type suppliers who operate these illicit activities in
revolving door schemes.
- That the suspects manipulate (
https://www.washingtontimes.com/news/2012/jan/26/obam
as-crony-capitalism-667847839/ )government funds for their
personal profiteering at the expense of domestic citizen
taxpayers like us and acquire what the U.S. Treasury calls:
"unjust gain".
- That the suspects operate a vast stock market
manipulation ( https://safehaven.com/article/45213/The-
Most-Common-Market-Manipulation-Techniques )program,
as a core function of their operations, and exchange most of
their bribes via the stock market and those illicit deeds
function at the expense of the public.
- That the suspects contract a known group of lobbyists,
corrupt law firms, unethical CPA's, corrupt investment banks
and specialized corruption (
https://www.armstrongeconomics.com/world-news/govt-
incompetence/endless-cycle-of-corruption/ )services
providers to attack, defame, physically harm, character
assassinate (Using their Google, Youtube, Gizmodo, Fusion
GPS, Black Cube, Media Matters, et al, "kill" services), black-
list and harm those they dislike and that they harmed us
with those actions.
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- That the suspects operate an Epstein-like sex-trafficking
network ( https://www.washingtonpost.com/opinions/sex-
slavery-isnt-just-a-problem-overseas/2016/01/15/bc3acb04-
badd-11e5-829c-26ffb874a18d_story.html )of prostitutes and
sexual extortion activities and locations for the engagement
of said activities and for the bribery of cohorts via sex
workers.
- That the suspects engage in electronic attacks (
https://www.privacytools.io ) and manipulations including
hacking, election manipulation, media censorship and
internet search results manipulation in order to mask their
schemes.
- That we have yet to find a single Palo Alto Sandhill Road VC
in this group who is not involved in bribery, racism, sexism (
https://www.theatlantic.com/magazine/archive/2017/04/why
-is-silicon-valley-so-awful-to-women/517788/) , tax evasion,
sex ( https://www.newsweek.com/metoo-microsoft-amazon-
trafficking-prostitution-sex-silicon-valley-755611 )trafficking,
black-listing, securities law violations, violent abuse (
https://www.thedailybeast.com/video-of-silicon-valley-
mogul-kicking-his-girlfriend-117-times-could-send-him-to-
jail), off-shore money-laundering, FEC violations, search
engine manipulation, massive anti-trust violations, patent
theft and other crimes!
- That the suspects engage in 'Lois Lerner' IRS-like (
https://en.wikipedia.org/wiki/IRS_targeting_controversy ),
SPYGATE-like, VA whistleblower-like reprisal and retribution 
attacks by manipulating resources within government
agencies like SSA, DOJ, FBI, LSC, HUD, HHS, DOE, Etc.
We have millions of pages of additional evidence proving
these assertions provided by FBI, GAO, Congressional,
journalism, leaker and whistle-blower sources.
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THE CURRENT ASSERTIONS AND THE EVIDENCE PROVING
THOSE CHARGES PER QUESTIONS AND COMMENTS FROM LAW
ENFORCEMENT STAFF, CONGRESS, THE PUBLIC AND
JOURNALISTS. CHECK BACK DAILY FOR NEW EVIDENCE
UPDATES IN THE REPOSITORIES:

If you have any evidence disproving any of these assertions
please submit that evidence in FBI SD 302-form narrative
structure and it will be included in these files.

Additional statements from victims:

"SILICON VALLEY OLIGARCHS AND OBAMA WHITE HOUSE STAFF HIRE
CHARACTER ASSASSINS, LIKE THOSE REVEALED IN RONAN FARROW'S
BOOK "CATCH AND KILL", ON A DAILY BASIS AND HAVE THEM ATTACK
INNOCENT VOTERS AND SMALL BUSINESS COMPETITORS" 
 
  "SILICON VALLEY CEO'S AND VENTURE CAPITAL FIRMS ON PALO
ALTO'S SANDHILL ROAD OPERATE AN ORGANIZED CRIME RING BASED
ON BRIBERY, TAX EVASION, SEX CRIMES, STOCK MARKET RIGGING
AND OTHER CRIMINAL COLLUSION. THE SILICON VALLEY MOB
CONSPIRES AND COORDINATES THE GLOBAL MANIPULATION OF
MEDIA, NEWS AND INFORMATION IN ORDER TO HIDE AND HARM
COMPETITORS AND EXCLUSIVELY PUMP THEIR OWN STOCKS" 
 
"TYCOONS AND SILICON VALLEY TECH OLIGARCHS HIRE PRIVATE
INVESTIGATORS AND SPIES TO FOLLOW ALL THE WOMEN THEY LIKE
AND THE COMPETITORS THEY HATE?" 
 
" MEDIA REPORTS SAY THAT ELON MUSK IS A 'LYING', 'NARCISSIST',
'SOCIOPATH', 'JEFFREY EPSTEIN SEX ADDICT', 'FRAUD' WHO BRIBES



POLITICIANS FOR TAX HAND-OUTS, IS PROTECTED BY BROMANTIC
RELATIONS WITH GOOGLE'S LARRY PAGE AND ORDERS HIT-JOBS ON
HIS COMPETITORS." 
 
"CHARACTER ASSASSINATIONS AND DEFAMATION ATTACKS WERE
ORDERED, OPERATED AND PAID FOR BY WHITE HOUSE, CALIFORNIA
SENATORS AND GOOGLE EXECUTIVES" 
 
"THE EVIDENCE PROVES THAT GOOGLE IS A CRIMINAL CARTEL, AN
UNREGULATED POLITICAL PAC AND A TAX EVADING, SENATOR
BRIBING ILLICIT DOMESTIC SPYING OPERATION." 
 
"THE EVIDENCE PROVES THAT SILICON VALLEY OLIGARCHS HIRE
CROOKED LOBBYISTS AND BIG TECH LAW FIRMS THAT THEY PAY
COVERT COMPENSATION TO FOR THEIR SERVICES TO MANIPULATE
THE GOVERNMENT." 
 
"LITHIUM ION BATTERIES ARE PART OF A TRILLION DOLLAR+ RARE
EARTH MINING SCAM. THEIR KNOWN DANGERS ARE COVERED UP BY
LEFTIST PRESS IN ORDER TO PROTECT ELON MUSK'S AND GOOGLE'S
INVESTMENTS IN THEM. CALIFORNIA SENATORS OWN STOCK IN
THEM AND COVER UP THE DEADLY TOXIC AND EXPLOSIVE DANGERS
OF THEM. Elon Musk and Panasonic engaged in "product dumping"
because they both knew, over a decade ago, that the 18650 lithium
ion batteries would 1.) degrade and explode due to faulty chemistry
and dendrite expansion, 2.) Had toxic cancer-causing fumes when
ignited, 3.) used child labor and genocide regions for mining the raw
materials, 4.) could never hold up in auto powerplant use, 5.)
sickened and killed the workers making them; and other horrific
things that were covered up in an epic, and ongoing, safety scam
because U.S. Senator's and CIA executives own stock in lithium ion
batteries. These facts are easily proven in court!" 



 
"SILICON VALLEY EXECUTIVES, FAMOUS POLITICIANS AND VENTURE
CAPITALISTS OPERATE A SEX CULT AND SEX TRAFFICKING RING" 
 
"THE SO CALLED "PAYPAL MAFIA" AND "THE DEEP STATE" ARE THE
SAME GROUP OF PEOPLE" 
 
"SILICON VALLEY WEB COMPANIES USE SPYING-ON-THE-PUBLIC TO
SEEK TO RIG ELECTIONS AND CONTROL THE MASSES FOR THEIR
PERSONAL IDEOLOGIES. THE TRADE THOSE ILLICIT SERVICES WITH
FAMOUS POLITICIANS IN EXCHANGE FOR GOVERNMENT CONTRACTS,
GRANTS, LOANS AND FAVORS.." 
 
"GOVERNMENT AGENCIES, IN PARTICULAR THE U.S. DEPARTMENT OF
ENERGY, SSA, FTC, ETC, ARE USED AS POLITICAL SLUSH FUNDS TO
PAYOLA OBAMA CAMPAIGN FINANCIERS AND SABOTAGE THOSE
FINANCIERS COMPETITORS..." 
 
"THERE ARE FULLY LEGAL, INTELLIGENCE AGENCY CREATED, FBI-CLASS
TACTICS, FORENSICS METHODOLOGIES, MASS PUBLIC CROWD-
SOURCED INVESTIGATION TOOLS AND TECHNOLOGIES THAT THE
PUBLIC CAN USE TO DESTROY THESE CORRUPT OLIGARCHS... HERE
ARE PUBLIC TACTICS THAT REGULAR FOLKS HAVE USED IN THE PAST
TO TAKE-DOWN THESE KINDS OF CORRUPT OLIGARCHS AND THEIR
DIRTY COMPANIES..." 
 
"MOST CALIFORNIA POLITICIANS HAVE BEEN TAKING BRIBES, MOSTLY
IN THE FORM OF STOCK TRADES, IN EXCHANGE FOR HELPING THEIR
FRIENDS COMPANIES AND HARMING THEIR FRIENDS COMPETITORS" 
 
"Certain California State officials, Obama White House Staff and
Federal Agency staff accepted bribes from Silicon Valley Oligarchs



and Investment Bank Cartels. They were bribed with: Billions of
dollars of Google, Twitter, Facebook, Tesla, Netflix and Sony Pictures
stock and stock warrants which is never reported to the FEC; Billions
of dollars of Google, Twitter, Facebook, Tesla, Netflix and Sony
Pictures search engine rigging and shadow-banning which is never
reported to the FEC; Free rent; Male and female prostitutes; Cars;
Dinners; Party Financing; Sports Event Tickets; Political campaign
printing and mailing services "Donations"; Secret PAC Financing; Jobs
in Corporations in Silicon Valley For The Family Members of Those
Who Take Bribes And Those Who Take Bribes; "Consulting" contracts
from McKinsey as fronted pay-off gigs; Overpriced "Speaking
Engagements" which are really just pay-offs conduited for donors;
Gallery art; Private jet rides and the use of Government fuel depots
(ie: Google handed out NASA jet fuel to staff); Recreational drugs;
Real Estate; Fake mortgages; The use of Cayman, Boca Des Tores,
Swiss and related money-laundering accounts; The use of HSBC,
Wells Fargo, Goldman Sachs and Deustche Bank money laundering
accounts and covert stock accounts; Free spam and bulk mailing
services owned by Silicon Valley corporations; Use of high tech law
firms such as Perkins Coie, Wilson Sonsini, MoFo, Covington &
Burling, etc. to conduit bribes to officials; and other means now
documented by us, The FBI, the FTC, The SEC, The FEC and
journalists..." 
 
"A typical boondoggle in this case is exampled by one of the many
victims: "...We owned a global vehicle design and manufacturing
business and a global clean energy production and storage business
financed by the U.S. Government. White House and California
politicians owned our competitors and re-routed our funding to our
competitors, who were the friends and campaign financiers of those
politicians. Those politicians contracted Fusion GPS, Black Cube,
Gawker/Gizmodo, Crowd-strike, etc. to run hit-jobs on us to blockade



our business for their benefit. Those politicians engaged in felony
bribery, anti-trust violations and racketeering and they are still being
protected by regulators who have conflict-of-interest relations with
those politicians..." 
 
 
 
REFERENCES, VERIFICATION, CONFIRMATIONS AND
VALIDATING EVIDENCE:
 
http://ethics-
committee.com/PDF%20CRIME%20REPORTS/PATENT%20THEFTS
%20BY%20GOOGLE.pdf
 
http://ethics-
committee.com/PDF%20CRIME%20REPORTS/GOOGLE%20MANI
PULATES%20PATENT%20OFFICE.pdf
 
http://ethics-
committee.com/PDF%20CRIME%20REPORTS/The%20Silicon%20
Valley%20Cartel%20IP%20Thefts%20(1).pdf
 
http://ethics-
committee.com/PDF%20CRIME%20REPORTS/How%20Google%2
0Steals%20Ideas%20From%20Entrepreneurs%20(1).pdf
 

http://ethics-committee.com/PDF%20CRIME%20REPORTS/
 
RONAN FARROW'S BOOK: CATCH AND KILL 
 



DROP BOX FOLDERS, paste this url into your browser URL
window: 
https://www.dropbox.com/sh/1uc1zyfmncjcup7/AABbLPzOja
X7DF-5loqMtQD_a?dl=0
 
EDWARD SNOWDEN'S BOOK: PERMANENT RECORD
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES): 
http://londonworldwide.com
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
https://stopelonfromfailingagain.com
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
http://tesla-motors-cronyism
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
https://www.thecreepyline.com
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
https://www.icij.org
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
http://vcracket.weebly.com
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
https://www.transparency.org
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
https://www.judicialwatch.org
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PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
https://wikileaks.org
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
https://causeofaction.org
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
https://fusion4freedom.com/about-gcf/
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
http://peterschweizer.com/
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
http://globalinitiative.net
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
https://fusion4freedom.com/the-green-corruption-files-
archive/
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
https://propublica.org
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
https://www.allsides.com/unbiased-balanced-news
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
http://wearethenewmedia.com
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
http://ec.europa.eu/anti_fraud/index_en.html
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PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
http://gopacnetwork.org/
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
http://www.iaaca.org/News/
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
http://www.interpol.int/Crime-areas/Corruption/Corruption
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
http://www.icac.nsw.gov.au/
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
http://www.traceinternational.org/
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
http://www.oge.gov/
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
https://ogc.commerce.gov/
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
https://anticorruptionact.org/
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
http://www.anticorruptionintl.org/
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
https://represent.us/
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
http://www.giaccentre.org/dealing_with_corruption.php
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PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
http://www.acfe.com/
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
https://www.oas.org/juridico/english/FightCur.html
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
https://www.opus.com/international-anti-corruption-day-
businesses/
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
https://www.opengovpartnership.org/theme/anti-corruption
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
https://www.ethicalsystems.org/content/corruption
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
https://sunlightfoundation.com/
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
http://www.googletransparencyproject.org/
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
http://xyzcase.weebly.com
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
https://en.wikipedia.org/wiki/Angelgate
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
https://www.opensecrets.org/
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PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
https://en.wikipedia.org/wiki/High-
Tech_Employee_Antitrust_Litigation
 
 PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
http://www.projectveritasaction.com
 
PROOF - GO TO http://www.PACER.gov - Public Access to
Court Electronic Records and log in. Read all of the first case
filings under searches under the names: "Elon Musk" or
"Tesla Motors". If you refuse to read and understand the
truth about Elon Musk then you are the same as the person
who allows the priest to rape the little boys. You cannot
delude yourself into protecting Musk because you have
bought into his hype that he is some sort of "technology
god"! WE SAY ELON MUSK IS A CROOK AND HERE IS OUR
PROOF
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
https://nypost.com/2018/07/21/elon-musk-is-a-total-fraud/
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
https://www.news.com.au/technology/innovation/inventions
/elon-musk-is-a-total-fraud/news-story/
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
https://townhall.com/columnists/lawrencemeyers/2019/09/1
0/elon-musk-passes-the-hat-again-on-capitol-hill-and-in-
china-n2552839
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
https://xyzcase.weebly.com/about-elon-musk.html
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PROOF -  (LINK TO FOLDER OF EVIDENCE SAMPLES): Mark
Spiegel: Elon Musk is 'a pathological liar',
https://www.youtube.com/watch?v=msxq2OkCXnE 
 
PROOF -  (LINK TO FOLDER OF EVIDENCE SAMPLES): 
https://www.cnbc.com/video/2018/09/27/teslas-elon-musk-
is-a-liar-he-will-do-anything-to-keep-stocks-elevated-blaine-
capital.html
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES): 
https://www.ethics-committee.com
PROOF - (LINK TO FOLDER OF EVIDENCE
SAMPLES): https://nationalnewsnetwork.net/
 
PROOF - (LINK TO FOLDER OF EVIDENCE SAMPLES):
http://www.videonet111.com
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laundering keeps a large portion of the Cayman Islands in
business.

They usually have either a mistress, gay-sex rent boys, tons of
hookers, are cheating on their spouse or all of the above.

They lie about who actually created their tech company and steal
the credit from their workers or those they copied their
technology from.

They bribe local and state politicians and own most of the mid-
California Senator's like dogs-on-a-leash.

They talk co-eds from Stanford University into becoming escorts
and ruin the lives of those girls forever.

When they went to Stanford University they used to date-rape
girls in organized rape-culture schemes organized with the help
of Stanford frat houses.

They each have a fake 501C scam "charity" to hide their money in
and keep their trophy wives occupied while they are screwing
their interns and nannies at the Rosewood Hotel.

They are almost all alcoholics and addicted to drugs and not one
of them can pass a full-panel drug test.

They pay bribes to get their snot-nose kids into Stanford where
those kids sign up for some BS diploma, that nobody will ever
hire them for, but they want it because it sounds good in coffee
houses, where they all sit like clones with the exact same lip and
nose ring and the exact same tattoos.



They are narcissists and sociopaths like Elon Musk and Tim
Draper and come from dynastic asshole parents who promote
such behavior (ie: Elon Musk's trophy wife racist mother and his
incest promoting father who got his sister pregnant.)

They hire Wilson Sonsini, Mossack Fonseca, Black Cube, Fusion
GPS and other lobbyists, lawyers and staff, who are actual
criminals, that do their dirty work behind the scenes.

They hate anyone who is black or brown unless they are working
in their gardens.

They abuses their staff. Their Stanford frat house boy culture left
them all with latent homosexual angst.

They treat women like tools, trophies and "baby ovens" and beat
women. The divorce court filings in the pacer.gov database prove
that 90% of them are sick, twisted, animals.

They all wear the same khaki pants because they want to appear
"humble" and hang out in little sports bar groups because they
cannot exist without 6 other asshole guys standing next to them
reinforcing their misogyny.

They date rape OKCupid and Match.com girls using Ruffies,
Turbo-Oxytocin sprays, Scopalomine and tweaked LSD that only
they can afford.

They buy more stuff than they can afford leverage themselves
out  because outward appearances is all that they live for. They
are entirely focused on superficial appearances and virtue-
signaling pretensions like the espose at TED conferences,



Burning Man self-indulgence rituals and stupid "Singularity
Events".

They always fake and exaggerated "mugging" facial expressions
and reactions when interacting in public.

They won't do business with anyone outside of the Yale/Stanford
frat-boy circuit cartel and run an active Black-List to stop people
they don't like from getting hired or funded!

They were trained by asshole parents to be an "asshole" or
"douchebag" in order to maintain self-esteem.

They are easily brainwashed by echo-chambers and TED-like self
promoting tech events.

Their names and shell companies turn up a large number of
times in the Swiss Leaks, Wikileaks, Panama Papers and other
financial crimes exposures.

They only get married for the "optics" so that they will
superficially fit into their frat boy social bubble.

They feel compelled to join exclusionary "mens clubs".

They moved some of their venture capital offices from Palo Alto's
rape factory on Sandhill Road to South Of Market San Francisco
but they then turned San Francisco into a more corrupt city.

They buy a virtue-signaling over-priced exploding Tesla to make
up for their feelings of sexual inadequacy and to say that they
are rich but care about a tree, except they don't.

 



CHECK BACK FOR MORE TO COME. ALL MATERIALS HAVE BEEN
PROVIDED TO THE FBI, THE U.S.CONGRESS, THE EU, THE FTC,
THE SEC, THE FEC AND RELATED AGENCIES... 


